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This event will 
seek to provide IT 
and cybersecurity 
professionals 
with:

An insight into the 
leadership skills they 
need to expand their 
career horizons

An appreciation of how 
to communicate more 
effectively to the C-level 
suite and to board 
members

Understand the value of 
a meaningful strategy 
that aligns purposefully 
to the business

How to become an 
influencer across the 
business and to break 
down the silos that exist 
inside organisations

To build their self-
confidence in horizons 
not previously 
considered

Benefits

Better understanding 
of the leadership 
challenges facing cyber 
security leaders 

Expand your influence 
with your stakeholders

Build your brand as a 
game-changing leader

Define your career 
path with an expanded 
horizon

Challenge the barriers 
of perception

Improved 
communication skills

Improved ability to 
influence across the 
business

Understand the 
expectations of the 
board

I.T. & 
Security
Managers

CFO’sBenefits

Stop the churn of quality 
people

Provide them with the 
skills to add value to 
your business

Staff retention up, 
recruitment costs down

Staff morale up, sick 
leave down

Build stronger high-
performance teams

Why you should 
send your IT 
and security 
professionals:

Align them more to the 
growth, profitability and 
risk side of the business

Invest in their personal 
and professional 
development as leaders

Improve their business 
acumen and business 
communication skills

Build their capability to 
roi the security and IT 
expenditure

Mould them into 
“enablers” not 
“roadblocks”

Confidence in horizons 
not previously 
considered



Brian Donovan is an author, executive coach 
and leadership speaker. He has helped 
countless technology leaders transform from 
technical experts into leaders who succeed. He 
is a dedicated advocate of practical leadership. 
His commitment is informed by decades of 
experience in the technology sector.

He is energised by an ongoing program of 
research and scholarship and has a passion 
for game-changing leadership. His recent book, 
‘Leadership is Changing the Game,’ distils 
many of the lessons and experiences from 
participants in his executive coaching program 
and is a valuable resource for leaders who want 
to build their influence and change the game. 

He is a dedicated advocate of powerful and 
practical leadership. His commitment to the 
field is informed by 40 years’ experience and 
energised by an ongoing program of research 
and scholarship. His passion for transformational 
leadership is infectious.

Always at the forefront of management 
theory and practice, Brian founded Donovan 
Leadership to share his knowledge and 
passion. Since 2007, Donovan Leadership 
has been actively inspiring professionals to 
new heights, uncovering new perspectives to 
expand possibilities, and transforming technical 
specialists into leaders who succeed.

Our founder’s reputation as a thought leader 
has earned Donovan Leadership a client list that 
reads like a roll call of Australian industry’s best 
and brightest. We take pride in guiding talented 
individuals to discover the wealth of possibilities 
that lie within.

Brian Donovan
Director Donovan 
Leadership
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Brian Hay APM has a rare blend of cyber 
security skills and business attributes.  Long 
considered a Thought Leader in the world of 
Cyber Security he learned his craft not from the 
technical demands of the industry but rather by 
focusing on the activities of organised crime and 
cyber criminals.  
 
Having developed the security concept of the 
“Lifecycle of Cybercrime” he consults with key 
clients to understand their business strategies 
and seeks to assist organisational objectives 
whilst ensuring the highest levels of security.  
His broad environmental awareness and thought 
leadership expertise seeks to understand the 
client environment in order to align how CCS 
can assist in meeting the client’s full spectrum 
of security requirements, from governance, 
risk management, compliance and technical 
consulting, through to technology integration, 
training and managed services. Recently with 
Unisys as Lead CISO Advisor APAC, Security he 
was responsible for managing and developing 
Unisys’ Security Consulting business for Asia 
Pacific, while delivering operational and service 
excellence. 

Brian brings a wealth of security experience, and 
has a proven record of partnering with industry 
for innovative solutions to difficult problems. 
Prior to joining Unisys, Brian was General 
Manager, Security for Dimension Data, Australia.  
Prior to this Brian was Detective Superintendent 
at Queensland Police, where he served 35 
years. Since 2004, he has worked extensively 
in the area of financial, identity and cybercrime.  
He was Commander of the Queensland Police 
Fraud & Cyber Crime Group, Chair of the 
Australia New Zealand Police Advisory Agency’s 
eCrime Working Group, a pivotal driver of 
the Australian Cybercrime Online Reporting 
Network, and member of the Federal Attorney-
General’s National Cybercrime Working Group. 

Brian Hay APM
Executive Director Cultural 
Cyber Security

Dr. Carlopio has worked on cultural and 
technology transformation projects for 
numerous Australian, European and US-
based organisations. James has worked with 
organisations such as the United Nations (ACT/
EMP) in Geneva and Zurich Switzerland, with 
Origin, Boral, Bechtel, Laing O’Rourke, Rio 
Tinto, IBM, NABCapital, Australian Federal 
Police, AIPM, The ABC, Munich Reinsurance, 
ANZ Bank, Westpac, Vodafone, Telstra, Optus, 
SAP, AMP, NRMA, Commonwealth Bank, 
Deloitte Touche Tohmatsu, Applied Micro 
Systems/AAG Holdings/Volante, Australian 
Customs Service, Trowbridge Consulting, 
Australian Defense Industries, Mallesons 
Stephen Jaques, Honeywell Australia Limited, 
St. Vincent’s Hospital Sydney, Austrade and The 
Pipeline Authority, in Australia, and with General 
Motors, Ford Motors and over 100 of their first 
and second tier suppliers in the U.S.
 
 
James has published over three-dozen articles 
and five books on various socio-technical 
issues and has written a regular section for the 
Australian Financial Review BOSS magazine. 
He has been a facilitator of short-term meetings 
and large-scale organisational change, and 
a speaker at numerous meetings on cyber-
security, organisational strategy, cybernetics, 
human factors/ergonomics, human technology, 
and organisational behaviour.

James Carlopio BA MA PhD
Executive Director Cultural Cyber 
Security
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Schedule Details
Date	
Wednesday, 26 september 2018 

Time	
0900 to 1730

Location	
Office of Hall Chadwick QLD  level 4, 240 Queen St, Brisbane City QLD 4000

Book 	
$1200 + GST per delegate (15% discount for 2nd delegate)

Contact
For more information and bookings contact
Ryan Hay
rhay@culturalcybersecurity.com
0430 457 027

0830 

0900 
To be confirmed

1030 

1100
Brian Donovan

1230 

1330
James Carlopio

1500

1530
Brian Hay

1700
James Carlopio

1730

Registration and coffee

What CEO’s and Board Members need from a CISO •  Q&A

Morning Tea

The CISO and Leadership workshop session  • Feedback from the market on the 
rising expectations of CISOs •  Influencing across the business – where are you on 
the influence curve and where do you need to be?  •  Applying the influence curve 
to a leadership challenge that you face  •  How to inspire others to take action on 
your vision and strategy • What are the actions you are taking away?

Outcomes of Session  •   Tools for meeting the rising expectations of business 
units, C-suite and boards • A better understanding of how to balance the demands 
of day to day critical issues with the expectation that you will play a more strategic 
role  •  A better appreciation of how Cyber Security leaders can take their seat at 
the executive table  •   How to transition from being a technical expert to a people 
leader  •   How to inspire actions by others  •   A leadership action plan to get you 
from where you are now to where you need to be.

Lunch  

Establishing and influencing Organisational Culture as a Leader •  The secret 
sauce for success  •   Communication and influence  •   Building culture  •   Making 
change happen  •   Do a cultural analysis  •   Conduct a stakeholder analysis  
•   Customise your communication and change management plan 

Outcomes of Session  • Improved understanding of the importance of 
organisational culture •   Awareness of how to introduce change into your culture 
paradigm  •   Improved appreciation of how to understand your own organisational 
culture   •   Gain an insight into how you can influence your organisational culture  
•   Understand why cultural engagement is imperative to your future success

Afternoon Tea

Strategy  •   Driving Business Outcomes, Reducing Risk, Growing People
Understand your business, understand your enemy, understand your future
Reactive Vs proactive strategy – where are you today?  Where do you want to be 
tomorrow?  •   Migration from the IT vertical to the Business horizontal  
•   Reviewing your plans - RM Plan, Cyber Plan, IT Plan, Company Business Plan, 
IR Plan, Business Continuity Plan  •   Undertake a strategy alignment analysis  
• Undertake a capability gap analysis  •  Plan to get to where you want to be.

Outcomes of session  •  Learn how to think more strategically • Learn how to add 
value to the broader business environment • How to use strategic planning to break 
down internal silos
Learn how to prepare and develop strategic plans and turn them into actions by 
adding broader value to your business • Learn how to strategically turn security 
expenditure into a Return on Investment

Reflection and Personal Goals

Networking opportunity   

CULTURAL
CYBER SECURITY

®



www.culturalcybersecurity.com


